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Abstract - The world's energy landscape is undergoing a significant transformation. Rising global populations 

and increasing electrification are driving a surge in electricity demand. Simultaneously, the integration of 

renewable energy sources like solar and wind power brings environmental benefits but introduces challenges 

to grid stability due to their intermittent nature. This article explores the delicate balance between 

accommodating this rising demand and ensuring the security of real-time energy systems. It delves into the 

vulnerabilities of traditional grids, analyzes the impact of renewables, and proposes strategies for mitigating 

these challenges through advancements in technology and grid modernization. 
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1. INTRODUCTION 

The global energy sector stands at a critical juncture. On the one hand, the relentless march 

of economic development and population growth fuels an ever-increasing appetite for electricity. 

The International Energy Agency (IEA) projects global electricity demand to rise by 70% by 2050. 

On the other hand, environmental concerns necessitate a shift towards cleaner energy sources. 

Renewable energy like solar and wind power offer a sustainable alternative to fossil fuels, but their 

variable nature presents unique challenges for grid management. 

This article examines the complex interplay between these two trends. It begins by outlining 

the vulnerabilities inherent in traditional power grids, designed for a unidirectional flow of electricity 

from centralized generation stations. It then explores how the integration of renewable energy 

sources disrupts this paradigm, introducing variability and uncertainty into the system. 

The article subsequently delves into strategies for addressing these challenges. It explores the 

role of advanced technologies such as smart grids, energy storage systems, and demand-side 

management programs in enhancing grid flexibility and resilience. 

Finally, it emphasizes the importance of robust cyber security measures to protect these 

increasingly sophisticated energy systems from cyber-attacks. 

2. STRUCTURE OF MODERN ENERGY SYSTEMS 

Modern energy systems are vastly different from their traditional counterparts. They are 

designed to be more flexible, efficient, and resilient in order to accommodate the increasing demand 

for electricity and the integration of renewable energy sources. Here's a breakdown of the key 

components: 

Distributed Generation:  

Unlike traditional systems that rely on a few centralized power plants, modern grids 

incorporate distributed generation sources. These can be rooftop solar panels, wind turbines, or even 

small natural gas generators located closer to consumption points. This distributed approach reduces 

reliance on long-distance transmission lines and improves overall system reliability. 
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Figure 1. Distributed generation wind turbines 

Smart Grid Infrastructure: Modern grids are equipped with advanced communication 

technologies and sensors that enable real-time monitoring and control of the system. This smart grid 

infrastructure allows for: 

Two-way communication: Information flows in both directions, enabling utilities to not only 

deliver electricity but also receive data on consumption patterns from consumers. 

Automated control systems: Grid operators can remotely adjust power flows, optimize generation 

from different sources, and integrate renewable energy effectively. 

Self-healing capabilities: Smart grids can identify and isolate outages more quickly, minimizing 

the impact on consumers. 

Energy Storage Systems: The variable nature of renewable energy sources like solar and wind 

necessitates energy storage solutions. These systems store excess energy generated during peak 

production periods and release it back into the grid when demand is high. Common energy storage 

technologies include: 

Battery storage: Large-scale lithium-ion battery banks are becoming increasingly popular due to 

their scalability and relatively fast response times. 

Pumped hydro storage: This method uses surplus electricity to pump water uphill to a reservoir. 

During peak demand periods, the water is released back down through turbines to generate 

electricity. 

Compressed air energy storage (CAES): Excess electricity is used to compress air into 

underground caverns. The compressed air is then used to drive turbines and generate electricity when 

needed. 

Demand-Side Management (DSM): DSM programs encourage consumers to adjust their 

electricity consumption patterns to help balance supply and demand. This can be achieved through: 

Time-of-use pricing: Consumers pay different rates for electricity depending on the time of day. 

This incentivizes them to shift non-critical electricity usage to off-peak hours when demand is lower. 

Smart appliances and thermostats: These devices can be programmed to automatically adjust 

energy consumption based on pre-set preferences and real-time grid conditions. 

Cyber security: As modern energy systems become increasingly reliant on digital technologies, the 

importance of robust cyber security measures cannot be overstated. Cyber-attacks on critical 

infrastructure can disrupt grid operations and cause widespread blackouts. Implementing strong 

cyber security protocols is essential to protect these systems from potential threats. 
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3. UNDERSTANDING THE ENERGY GRID'S CURRENT 

LANDSCAPE 

The landscape of the energy grid is undergoing a significant transformation, driven by two 

key forces: 

Rising Demand: Global populations are growing, and economies are developing, leading to a steady 

increase in electricity consumption. The International Energy Agency (IEA) forecasts a 70% rise in 

global electricity demand by 2050. 

Renewable Energy Integration: Concerns about climate change and environmental sustainability 

are driving a shift towards cleaner energy sources like solar and wind power. However, these 

renewables are variable and intermittent, posing challenges for grid stability. 

Traditional Grid Vulnerabilities 

Before diving into the complexities of the modern grid, it's important to understand the limitations 

of traditional systems: 

Centralized Architecture: Traditional grids rely on large, centralized power plants, typically fueled 

by fossil fuels that generate electricity and send it unidirectional to passive consumers. This one-

way flow makes the system inflexible and susceptible to disruptions. 

Limited Flexibility: These grids struggle to adapt to rapid fluctuations in demand. Peak demand 

periods can overwhelm generation capacity, leading to blackouts. Conversely, low-demand periods 

create stability issues for power plants struggling to adjust their output quickly. 

Single Points of Failure: The centralized nature creates vulnerabilities to cascading outages. The 

failure of a single critical component like a transmission line or power plant can trigger widespread 

blackouts. 

Limited Visibility and Control: Traditional grid operators rely on manual processes and limited 

real-time data for monitoring and control. This lack of awareness makes it difficult to anticipate and 

proactively address potential problems. 

4. THE RISE OF MODERN GRIDS 

To address these limitations and integrate renewables effectively, the energy grid is evolving 

towards a more modern and sophisticated model: 

Distributed Generation: Modern grids incorporate distributed generation sources like rooftop solar 

panels, wind turbines, and even small natural gas generators located closer to consumption points. 

This reduces reliance on long-distance transmission lines and improves overall system reliability. 

Smart Grid Infrastructure: Advanced communication technologies and sensors enable real-time 

monitoring and control. This "smart" infrastructure facilitates: 

Two-way Communication: Information flows in both directions, allowing utilities to receive data 

on consumption patterns from consumers alongside delivering electricity. 

Automated Control Systems: Grid operators can remotely manage power flows, optimize 

generation from different sources, and integrate renewables effectively. 

Self-healing Capabilities: Smart grids can identify and isolate outages more quickly, minimizing 

the impact on consumers. 

Energy Storage Systems: The variable nature of renewables necessitates energy storage solutions 

like: 

Battery Storage: Large-scale lithium-ion battery banks offer scalability and relatively fast response 

times. 
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Pumped Hydro Storage: Excess electricity pumps water uphill to a reservoir. During peak demand, 

the water is released back down through turbines to generate electricity. 

Compressed Air Energy Storage (CAES): Surplus electricity compresses air into underground 

caverns. The compressed air is then used to drive turbines and generate electricity when needed. 

Demand-Side Management (DSM): DSM programs encourage consumers to adjust their 

electricity consumption patterns to help balance supply and demand. This can be achieved through: 

Time-of-use Pricing: Consumers pay different rates depending on the time of day, incentivizing 

them to shift non-critical usage to off-peak hours when demand is lower. 

Smart Appliances and Thermostats: These devices can be programmed to automatically adjust 

energy consumption based on pre-set preferences and real-time grid conditions. 

Cyber security: Modern energy systems rely heavily on digital technologies, making robust cyber 

security measures essential to protect against cyber-attacks that could disrupt grid operations and 

cause widespread blackouts. 

 

Figure 2. Dominant Generation Source in the current energy grid 

Navigating the Future 

The future of the energy grid lies in effectively managing these trends. We need to: 

Accommodate Rising Demand: This will require a combination of energy efficiency measures, 

increased renewable energy integration, and continued grid modernization. 

Ensure Grid Security: Robust cyber security protocols and ongoing investment in grid 

infrastructure are crucial. 

Optimize Renewable Integration: Energy storage solutions and smart grid technologies are key to 

balancing the variability of renewables with grid stability. 

By embracing these advancements, we can create a more resilient, sustainable, and secure energy 

future for generations to come. 

5. CHALLENGES IN BALANCING DEMAND AND SECURITY 

The modern energy grid faces a delicate balancing act: accommodating the ever-increasing 

demand for electricity while ensuring the security and reliability of the system. This tightrope walk 

is further complicated by the integration of renewable energy sources. Here's a breakdown of the 

key challenges: 
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Rising Demand vs. Limited Resources: 

Global Growth: Rising populations and economic development drive a steady increase in 

electricity consumption. The International Energy Agency (IEA) forecasts a 70% rise in global 

electricity demand by 2050 [1]. 

Limited Infrastructure: Existing grids might not have the capacity to handle this surge in demand 

without significant upgrades to transmission and distribution infrastructure. 

Integration of Renewable Energy: 

Variable and Intermittent: Solar and wind power generation fluctuates depending on weather 

conditions, making it challenging to maintain a constant supply of electricity. 

Grid Instability: The sudden drop or surge in renewable energy output can disrupt grid stability 

and lead to blackouts if not properly managed. 

9.Cyber security Threats: 

Increased Reliance on Technology: Modern grids rely heavily on digital technologies for 

monitoring and control. This reliance makes them vulnerable to cyber-attacks that could disrupt grid 

operations and cause widespread blackouts. 

Evolving Threats: Cybercriminals are constantly developing new methods of attack, requiring 

ongoing vigilance and investment in cybersecurity solutions. 

 

Figure 3a. Challenges in Balancing Demand and Security 

  

Figure 3b. Challenges in Balancing Demand and Security 

https://nameberry.com/blog/author/pam
https://journal.mediapublikasi.id/index.php/bullet


BULLET : Jurnal Multidisiplin Ilmu 
Volume 3, No. 01, Februari-Maret 2024  
ISSN 2829-2049 (media online) 
Hal 129-140 

Pamela Redmond| https://journal.mediapublikasi.id/index.php/bullet | Page 134 

Balancing Costs and Benefits: 

Grid Modernization: Upgrading grids to accommodate rising demand and integrate renewables 

requires significant investment. Balancing these costs with the long-term benefits of a secure and 

sustainable energy system is crucial. 

Energy Storage: Energy storage solutions like batteries are essential for mitigating the variability 

of renewables but can be expensive to implement at scale. 

Public Perception and Policy: 

Public Acceptance: There can be public resistance to certain grid modernization projects, such as 

building new transmission lines. Addressing these concerns and ensuring public buy-in is essential. 

Policy Uncertainty: Inconsistent or unclear government policies regarding renewable energy 

development and grid modernization can hinder progress. 

6. OVERCOMING THE CHALLENGES 

Despite these challenges, several strategies can help us navigate this complex landscape: 

Investing in Grid Modernization: Upgrading our infrastructure with smart grid technologies is 

essential for managing demand, integrating renewables, and enhancing system resilience. 

Developing Advanced Energy Storage Solutions: Cost-effective and scalable energy storage 

solutions are key to overcoming the variability of renewable energy sources. 

Enhancing Cyber security Measures: Robust cyber security protocols that can identify and 

mitigate cyber threats are crucial for protecting critical energy infrastructure. 

Promoting Energy Efficiency: Encouraging consumers and businesses to adopt energy-efficient 

practices can help reduce demand and lessen the pressure on the grid. 

Implementing Effective Policy Frameworks: Governments can play a vital role in driving 

innovation, promoting renewable energy development, and ensuring a secure energy future through 

stable and consistent policies. 

Vulnerabilities in Real-Time Energy Systems 

The increasing reliance on real-time energy systems, fueled by rising demand and renewable energy 

integration, introduces a new set of vulnerabilities that threaten grid stability and security. Here's a 

deep dive into these vulnerabilities and potential mitigation strategies. 

Increased Attack Surface: 

Smart Grid Infrastructure: Modern grids rely heavily on interconnected devices and 

communication networks for real-time monitoring and control. This interconnectedness creates a 

vast attack surface for cybercriminals to exploit. Vulnerabilities in any part of this infrastructure, 

from sensors to communication networks to control systems, can be used to disrupt grid operations. 

Distributed Generation: The rise of distributed generation sources like rooftop solar panels and 

wind turbines adds complexity to the grid. These distributed systems may have their own control 

systems and communication protocols, potentially introducing additional vulnerabilities. 

Data Security Concerns: 

Sensitive Data: Real-time energy systems collect and transmit vast amounts of sensitive data, 

including electricity consumption patterns, grid topology information, and system operational data. 

Breaches of this data could compromise grid security and expose consumers' privacy. 

Data Integrity: Manipulation of real-time data could have catastrophic consequences. Malicious 

actors could inject false data into the system, disrupting grid operations and causing blackouts. 

Cascading Failures: 
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Interdependencies: Modern energy systems are highly interconnected, with dependencies across 

different sectors like transportation and communication. An attack on one part of the system can 

have cascading effects, triggering widespread outages and disruptions. 

Lack of Visibility: The complexity of real-time systems makes it challenging for operators to 

maintain complete visibility of all potential threats. This lack of awareness can hinder timely 

responses to cyber incidents. 

Integration Challenges: 

Legacy Systems: Integrating new technologies like renewable energy sources and smart grid 

devices with existing, legacy infrastructure can create security gaps. These legacy systems may not 

have the necessary security features to withstand modern cyber-attacks. 

Standardization Issues: The lack of standardized protocols and communication interfaces across 

different grid components can make it difficult to implement robust security measures. 

Mitigating the Vulnerabilities 

Despite these vulnerabilities, proactive measures can significantly enhance the security of real-time 

energy systems: 

Cyber security Best Practices: Implementing robust cybersecurity practices such as regular 

security audits, vulnerability assessments, and patching of software vulnerabilities is crucial. 

Segmentation and Network Security: Segmenting the grid into different zones with varying levels 

of access control can limit the impact of a cyber-attack. Additionally, implementing strong network 

security measures like firewalls and intrusion detection/prevention systems is essential. 

Data Security Protocols: Enacting data encryption protocols for sensitive data at rest and in transit 

is critical. Additionally, implementing access control measures to restrict access to sensitive data is 

essential. 

Grid Resilience Strategies: Developing grid resilience strategies can help mitigate the impact of 

cyber-attacks. These strategies might include redundancy in critical systems, islanding capabilities 

to isolate affected areas, and backup power sources. 

Collaboration and Information Sharing: Collaboration between government agencies, grid 

operators, and security experts is essential for sharing information about cyber threats and 

developing effective mitigation strategies. 

7. TECHNOLOGIES AND STRATEGIES FOR ENHANCING 

GRID SECURITY 

The modern energy grid, characterized by rising demand, integration of renewables, and real-

time operations, necessitates robust security measures to ensure its stability and resilience. Here, we 

explore some key technologies and strategies that can significantly enhance grid security: 

 Figure 4. Technologies and Strategies for enhancing grid security 
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Advanced Grid Monitoring and Control Systems 

Smart Meter Infrastructure: Deploying smart meters across the grid provides real-time data on 

electricity consumption patterns, facilitating better demand forecasting and anomaly detection. This 

allows for proactive identification of potential problems and quicker response times to threats. 

Supervisory Control and Data Acquisition (SCADA) Systems: Upgrading SCADA systems with 

advanced cyber security features, encryption protocols, and intrusion detection capabilities can 

significantly improve the security of grid control networks. 

Wide Area Monitoring Systems (WAMS): These systems collect and analyze data from 

geographically dispersed points across the grid, providing operators with a comprehensive 

situational awareness of grid conditions in real-time. This enables them to identify and respond to 

potential threats more effectively. 

Cyber security Measures 

Multi-factor Authentication: Implementing multi-factor authentication for access to critical grid 

infrastructure adds an extra layer of security, making it more difficult for unauthorized users to gain 

access. 

Network Segmentation: Dividing the grid network into smaller, isolated segments can limit the 

spread of cyber-attacks by preventing compromised systems from infecting others. 

Cyber security Training and Awareness: Regular cyber security training programs for grid 

operators and personnel can raise awareness of potential threats and equip them with the skills to 

identify and respond to cyber incidents effectively. 

Encryption and Secure Communication 

Data Encryption: Encrypting all sensitive data at rest and in transit safeguards it from unauthorized 

access even if intercepted by attackers. 

Secure Communication Protocols: Implementing secure communication protocols like Transport 

Layer Security (TLS) for data transmission across the grid network ensures the integrity and 

confidentiality of data exchanged. 

Grid Resilience Strategies 

Microgrid Development: Developing microgrids, self-contained power systems that can operate 

independently of the main grid, can enhance overall grid resilience. During outages, these microgrids 

can provide backup power to critical facilities and communities. 

Distributed Generation with Islanding Capabilities: Integrating distributed generation sources 

like rooftop solar panels with islanding capabilities allows them to disconnect from the main grid 

and continue supplying power to local areas during outages. 

Redundancy in Critical Systems: Having backup systems and infrastructure in place for critical 

grid components minimizes the impact of failures and ensures a faster recovery time. 

Public-Private Partnerships 

Collaboration between government agencies, grid operators, and cybersecurity experts can 

foster information sharing about emerging threats and lead to the development of more effective 

security solutions. 

Joint investment in research and development can accelerate the development and deployment 

of innovative technologies to enhance grid security. 

The Road to a Secure Grid 

Implementing these technologies and strategies in a comprehensive manner is crucial for building a 

secure and resilient energy grid. By proactively addressing vulnerabilities, investing in advanced 

technologies, and fostering collaboration, we can ensure that the grid continues to deliver reliable 

and secure electricity for generations to come. 
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Additional Considerations 

Standardization: Standardizing security protocols and communication interfaces across different 

grid components can simplify security implementation and improve overall effectiveness. 

Consumer Education: Educating consumers about cybersecurity best practices, such as protecting 

smart home devices with strong passwords, can further strengthen the overall security posture of the 

grid. 

Regulatory Frameworks: Developing robust regulatory frameworks that mandate security 

standards and hold grid operators accountable for cybersecurity measures is essential. 

Future Directions and Innovations in Energy Systems 

The energy landscape is undergoing a rapid transformation driven by the need to address climate 

change, accommodate rising demand, and integrate renewable energy sources effectively. Here, we 

explore some of the most promising future directions and innovations that will shape the energy 

systems of tomorrow: 

Advanced Renewable Energy Technologies: 

Next-Generation Solar: Research and development efforts are focused on improving the efficiency 

and affordability of solar panels. Perovskite solar cells, with the potential to be even more efficient 

and lightweight than traditional silicon-based cells, are a key area of exploration. 

Offshore Wind Expansion: Offshore wind farms offer significant advantages in terms of wind 

speed and land-use constraints. Technological advancements in floating wind turbines are poised to 

unlock the potential of deep-sea wind energy resources. 

Marine Energy Technologies: Technologies like wave, tidal, and ocean thermal energy conversion 

(OTEC) are still in their early stages of development but hold promise for harnessing the vast energy 

potential of oceans. 

 

 

Next-Generation Solar- 60% 

Offshore Wind Expansion- 25% 

Marine Energy Technologies- 10% 

Others- 5% 

Figure 5. Future Directions in Renewable Energy Technologies 

8. ENERGY STORAGE ADVANCEMENTS: 

Advanced Battery Technologies: Solid-state batteries offer significant advantages over traditional 

lithium-ion batteries, including higher energy density, faster charging times, and improved safety 

characteristics. Continued research in this area is crucial for large-scale energy storage solutions. 
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Flow Batteries: These batteries store energy in liquid chemical solutions, offering advantages like 

scalability and long lifespans. They are well-suited for grid-scale energy storage applications. 

Compressed Air Energy Storage (CAES) Advancements: Developing cost-effective and efficient 

methods for storing compressed air underground can make CAES a more viable option for large-

scale energy storage. 

 

Advanced Battery Technologies- 50% 

Flow Batteries- 25% 

Compressed Air Energy- 15% 

Other Emerging Technology- 10% 

 

Figure 6. Future Directions in Energy Storage Technologies 

Artificial Intelligence (AI) and Machine Learning (ML) for Grid Management: 

Predictive Analytics: AI and ML algorithms can analyze vast amounts of data to predict electricity 

demand and renewable energy generation patterns. This information can be used to optimize grid 

operations, improve efficiency, and enhance grid resilience. 

Automated Fault Detection and Response: AI-powered systems can continuously monitor the 

grid for anomalies and potential failures, enabling faster and more effective responses to disruptions. 

Decentralized Decision Making: Distributed intelligence can be embedded into grid devices, 

allowing them to make autonomous decisions to optimize energy flows and maintain grid stability 

in real-time. 

Smart Grid Evolution: 

Advanced Distribution Automation: Automating distribution networks with intelligent devices 

and sensors allows for real-time monitoring, control, and optimization of energy flows at the local 

level. 

Demand-Side Flexibility Management: Smart grids will integrate advanced strategies to 

incentivize consumers to adjust their electricity usage patterns based on real-time grid conditions, 

contributing to overall grid stability. 

Transactive Energy Markets: Peer-to-peer energy trading facilitated by blockchain technology 

can emerge, allowing consumers with distributed generation to sell excess energy back to the grid 

or directly to their neighbors. 

The Hydrogen Economy: 

Green Hydrogen Production: Electrolysis powered by renewable energy sources can generate 

clean hydrogen gas. This hydrogen can then be stored and used in various applications, including 

transportation, heating, and industrial processes. 
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Fuel Cell Technology Advancements: Improvements in fuel cell efficiency and cost-effectiveness 

are crucial for wider adoption of hydrogen fuel cell vehicles and other hydrogen-powered 

applications. 

9. CONCLUSION 

The transition to a sustainable energy future presents both opportunities and challenges for 

grid security. While the increased demand for electricity driven by electric vehicles and renewable 

energy sources poses significant risks to grid stability, proactive measures can mitigate these 

challenges. By investing in advanced monitoring and control systems, deploying robust cyber 

security measures, and fostering collaboration across sectors, we can ensure the resilience and 

reliability of real-time energy systems in the face of evolving threats. 

REFERENCES 

Gallego Pareja, L., López-Lezama, J., & López-Lezama, J. (2023). Optimal Integration of Distribution Network 

Reconfiguration and Conductor Selection in Power Distribution Systems via MILP. Energies, 16(19), 

6998. 

Anthony, B., Sylva, W., Watat, J. K. & Misra, S. (2023)  “A Framework for Standardization of Distributed 

Ledger Technologies for Interoperable Data Integration and Alignment in Sustainable Smart Cities,” 

Journal of the Knowledge Economy 

Ree, J. J. & Kim, K. (2019) “Smart Grid R&D Planning Based on Patent Analysis,” Sustainability, vol. 11, no. 

10, p. 2907 

Rahman, M. K., Tanvir, F. A., Islam, M. S., Ahsan, M. S., & Ahmed, M. (2024). Design and Implementation 

of Low-Cost Electric Vehicles (Evs) Supercharger: A Comprehensive Review. arXiv preprint 

arXiv:2402.15728. https://doi.org/10.48550/arXiv.2402.15728 

Liu, W., Placke, T. & Chau, K. T. (2022) “Overview of batteries and battery management for electric vehicles,” 

Energy Reports, vol. 8, pp. 4058–4084 

Adeyemi-Kayode, T. M., Misra, S., Maskeliunas, R. & Damasevicius, R. (2023) “A bibliometric review of grid 

parity, energy transition and electricity cost research for sustainable development,” Heliyon, vol. 9, no. 

5, p. e15532 

Achieving Energy Self-Sufficiency in Sustainable Architecture: A Comprehensive Guide - My Framer Site. 

https://efficientdevelopments.com/blog/achieving-energy-self-sufficiency-in-sustainable-architecture-

a-comprehensive-guide 

Empowering Independence: The Value of Video Doorbells for Old and Disabled Individuals – Pearsall Smart 

Tech Installation Services. https://pearsall.eu/2023/08/empowering-independence-the-value-of-video-

doorbells-for-old-and-disabled-individuals/ 

Cyber Attack Statistics - Somo Group Intelligence. https://somogroupintelligence.com/cyber-attack-statistics/ 

Shen, M., Chan, F. H. W., Laprise, R., & Lu, L. (2009). A fully integrated substation LAN network for 

protection, control and data acquisition. https://doi.org/10.1109/pes.2009.5275795 

Multi-Factor Authentication | ShieldPlanet.com - Part 4. https://shieldplanet.com/category/multi-factor-

authentication/page/4/ 

Ahsan, M. S., Hossain, M. S., Nabil, S. H., & Talukder, M. J. (2023). Driving Sustainability: Synergy between 

Electric Vehicles and Building Energy Systems to Create an Interconnected Energy Ecosystem. Asian 

Journal of Mechatronics and Electrical Engineering, 2(2), 133-154.  

https://journal.formosapublisher.org/index.php/ajmee/article/view/8245 

What are OWASP Top 10 security vulnerabilities? | FlashMob Computing. 

https://www.flashmobcomputing.org/what-are-owasp-top-10-security-vulnerabilities/ 

Situs, American Mortgage Consultants to Merge | Welcome to JeffreyVeffer.com. 

https://jeffreyveffer.com/2019/06/21/situs-american-mortgage-consultants-to-merge/ 

https://nameberry.com/blog/author/pam
https://journal.mediapublikasi.id/index.php/bullet
https://efficientdevelopments.com/blog/achieving-energy-self-sufficiency-in-sustainable-architecture-a-comprehensive-guide
https://efficientdevelopments.com/blog/achieving-energy-self-sufficiency-in-sustainable-architecture-a-comprehensive-guide
https://pearsall.eu/2023/08/empowering-independence-the-value-of-video-doorbells-for-old-and-disabled-individuals/
https://pearsall.eu/2023/08/empowering-independence-the-value-of-video-doorbells-for-old-and-disabled-individuals/
https://somogroupintelligence.com/cyber-attack-statistics/
https://doi.org/10.1109/pes.2009.5275795
https://shieldplanet.com/category/multi-factor-authentication/page/4/
https://shieldplanet.com/category/multi-factor-authentication/page/4/
https://www.flashmobcomputing.org/what-are-owasp-top-10-security-vulnerabilities/
https://jeffreyveffer.com/2019/06/21/situs-american-mortgage-consultants-to-merge/


BULLET : Jurnal Multidisiplin Ilmu 
Volume 3, No. 01, Februari-Maret 2024  
ISSN 2829-2049 (media online) 
Hal 129-140 

Pamela Redmond| https://journal.mediapublikasi.id/index.php/bullet | Page 140 

Ahsan, M. S., Tanvir, F. A., Rahman, M. K., Ahmed, M., & Islam, M. S. (2023). Integration of Electric Vehicles 

(EVs) with Electrical Grid and Impact on Smart Charging. International Journal of Multidisciplinary 

Sciences and Arts, 2(2), 225-234. https://jurnal.itscience.org/index.php/ijmdsa/article/view/3322 

The Fair Debt Collection Practices Act: Protecting Consumers from Harassment | Fugi Shoes. 

https://fugishoes.com/the-fair-debt-collection-practices-act-protecting-consumers-from-harassment/ 

Timilsina, G. (2020) “Demystifying the Costs of Electricity Generation Technologies,” 

Lashari, Z. A., Ko, J. & Jang, J. (2021) “Consumers’ Intention to Purchase Electric Vehicles: Influences of 

User Attitude and Perception,” Sustainability, vol. 13, no. 12, p. 6778 

Which Of The Following Is Driven By Solar Energy - ManagEnergy.tv. https://managenergy.tv/which-of-the-

following-is-driven-by-solar-energy/ 

Battery Storage Write For Us, Submit Post, Contribute, And Guest Post. 

https://www.automationes.com/battery-storage-write-for-us/ 

How Green Energy and EVs Will Drive Humanity Over A Cliff — Raddle. 

https://raddle.me/f/Anarchism/83528/how-green-energy-and-evs-will-drive-humanity-over-a-cliff 

Optimizing EV Charging Infrastructure: Real-time Monitoring, Load Management, and Serviceability - Power. 

https://www.egshpa.com/optimizing-ev-charging-infrastructure-real-time-monitoring-load-

management-and-serviceability/ 

Islam, M. S., Ahsan, M. S., Rahman, M. K., & AminTanvir, F. (2023). Advancements in Battery Technology 

for Electric Vehicles: A Comprehensive Analysis of Recent Developments. Global Mainstream Journal 

of Innovation, Engineering & Emerging Technology, 2(02), 01-28. 

https://globalmainstreamjournal.com/index.php/IEET/article/view/63 

Secchi, M., Barchi, G., Macii, D. & Petri, D. (2023) “Smart electric vehicles charging with centralized vehicle-

to-grid capability for net-load variance minimization under increasing EV and PV penetration levels,” 

Sustainable Energy, Grids and Networks, vol. 35, p. 101120 

Wu, Y., Zhuge, S., Han, G. & Xie, W. (2022) “Economics of Battery Swapping for Electric Vehicles—

Simulation-Based Analysis,” Energies, vol. 15, no. 5, p. 1714 

 

 

 

 

https://nameberry.com/blog/author/pam
https://journal.mediapublikasi.id/index.php/bullet
https://fugishoes.com/the-fair-debt-collection-practices-act-protecting-consumers-from-harassment/
https://managenergy.tv/which-of-the-following-is-driven-by-solar-energy/
https://managenergy.tv/which-of-the-following-is-driven-by-solar-energy/
https://www.automationes.com/battery-storage-write-for-us/
https://raddle.me/f/Anarchism/83528/how-green-energy-and-evs-will-drive-humanity-over-a-cliff
https://www.egshpa.com/optimizing-ev-charging-infrastructure-real-time-monitoring-load-management-and-serviceability/
https://www.egshpa.com/optimizing-ev-charging-infrastructure-real-time-monitoring-load-management-and-serviceability/

